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  Conditions of use 

Im Geschäftsbereich des 

User self-administration 

 

 

 

 

 

 

All persons with access authorisation are responsible for protecting their user codes 
and X.509 certificates in their area of accountability. They are obliged to further per-
sonally secure these user codes by means of a confidential, self-defined password 
that can be changed by the authorised user at all times. 

By registering, persons with access authorisation accept that the DIMDI collects and 
stores personal data for these persons in electronic form, and uses such data in elec-
tronic form for all tasks resulting from this registration for further processing. This da-
ta may be forwarded to third parties (e.g. The Federal Institute for Drugs and Medical 
Devices (BfArM) and The Paul Ehrlich Institute (PEI)) within the scope of fulfilment of 
contractual obligations. 

User codes and data of persons with access authorisation are handled confidentially 
by the DIMDI. The additional personal password set up in each case is stored in an 
encrypted form and is not known to the DIMDI. 

All persons with access authorisation are liable for damages that result from a breach 
of these usage conditions. 
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